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help?
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authority speaking

 Shoulder Surfing
6

4

1
Free Iphone?

The Honeytrap Hustle
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Be on high alert for impostors
posing as trusted allies. Whether
it's a fake customer service call
or a phishing email disguised as

your boss, verify the identity of
anyone requesting sensitive

information.

The Impostor
syndrom 
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Question suspicious requests
from supposed authorities.

Whether it's a demanding phone
call or a stern email demanding

urgent action, verify the
legitimacy of the request through

official channels.
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Keep a close watch on your
surroundings to avoid snooping
spies. Shield your screens and

input devices from prying eyes,
whether you're in the office or on

the go. 

Cyber spies often search social
media profiles for juicy tidbits

they can use to craft convincing
scams. Don't overshare, how

about some mystery?

Be cautious of unexpected
communications from supposed

customer service representatives. If
you receive a call or email claiming to
be from customer support offering
assistance with your account, don't

provide information right away.

Don’t be so
social

fiddle

DON'T LET HACKERS
PLAY YOU LIKE A

Whether it's a suspicious email
promising riches or a too-good-to-be-
true offer, remember: if it sounds too

sweet, it's probably a trap!

Free iPhone
contest? Yes!!

Hey, this is your boss
Can you click this link?


